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Abstract-This paper provides an introduction to Internet of Things (IoT).The Internet concept of things has 
developed because of the integration of various technologies. In the consumption realms, the internet is enabled 

by analogue structures, wireless sensor networks and controls.  
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1.1 The Internet of Things (IoT) 

It defines a network of physical items – 'things’– that are built into sensors, apps and other technology 

to communicate and share data across the Internet with other devices and systems. The Internet of Things (IoT) 

is one of the newest technology in today's age that focuses on the interconnection of every real world item. 

Through embedded computational systems we will visualize the actual world artifacts and interact with each 

other. With this technology, we can use the Internet infrastructure to track everything from remote locations. 

Using IoT, the interconnection can be established using existing network resources in every system, device, 

machine, human being, home equipment , office products. As an example or case of IoT, we can track any train 

by using Indian Railways' messaging service. We can send out the SPOT message to 139 as per the instructions. 
After this post, we get the train's exact position and nearest station. 

 At the base level, IoT uses sensors and embedded chips that are inserted into the system we wish to 

monitor and track. Classically, RFID (Radio Frequency Identification) based devices are used to implement IoT. 

The Things, in IoT, refer to a wide variety of devices such as heart monitoring implants, remote monitoring and 

prescription biochip transponders deployed with patients, animals, electrical clams in coastal waters, 

automobiles with built-in sensors, or field operating devices that assist firefighters in search and rescue. Current 

market examples include smart thermostat and washer systems or dryers which use Wi-Fi for remote 

monitoring.  

 

 
Figure 1.1: IoT based Environment with Assorted Devices 
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Figure 1.2: Key Segments in Wireless Scenario 

 
 WiMAX WiFi (a) Bluetooth WiFi (b) WiFi (g) 

Range Parameter (meters) 50 50 10 100 100 

Frequency (In GHz) 2 – 66 5 2.45 2.4 2.4 

Limitations Cost Cost Factor Range Issues Speed Cost and 

Range both 

Speed (In Mbps) 80 54 0.72 11 54 

International Standard 802.16 802.11a 802.15 802.11b 802.11g 

Advantages Speed, Range Speed Low Cost Low Cost Speed 

Table 1.1: Parameters 

 

 
Figure 1.3: Key Attributes in Wireless Network 

 

 

1.2 Application Domains of IoT 
IoT apps may be used to enable remote control of the health and emergency response systems. These 

devices can range from blood pressure and heart rate monitoring devices to advanced devices capable of 

monitoring specialized implants, such as pacemakers, Fitbit electronic wristbands, or advanced hearing aids. 
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Figure 1.4 :Application Domains 

 

The applications domains and IoT deployment viewpoints are as follows:- 

 

1.2.1 Smart Town  

• Dynamic and Smart Parking  
• Dynamic and Smart Roads  

• Creative and Smart Toll Plaza  

• Clever Traffic Lighting  

• Road jams  

 

1.2.2 Security of the environment and natural energy  

• Fire detection in woodland  

• Air Pollution  

• Feeling Earthquake  

• Shore dependent prediction of disasters  

• Snow Level Monitoring  

• Avoidance of Avalanches and Landslides  

 

1.2.3 Smart Home  

• Functional Wearables  

• Dynamic and Smart Home Appliances  

• Monitoring devices for aged people  

 

1.2.4 Intelligent Water  
• The monitoring of potable water  

• The identification of chemical leakages  

• Remote Tracking of Wetlands  

• Evaluating emissions rate  
• Water leaks  

• River flows  

1.2.5 Outlet 

• Chain of Supply Check  

• Clever product administration  

• Intelligent retail apps  

• Regulation of the sector  

 

1.2.6 System of Business  

• Intelligent grids  

• Talking computer  
• Computer for self-diagnostics  

• Indoor Air Quality  
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• Industrial catastrophe forecast  

• Control of temperature  

• Ozone presence;  
• Positioning outside.  

 

1.2.7 Agriculture Intelligent  

• Agriculture Accuracy  

• Veterinary robots (Agribots)  

• Surface quality verification  

• Mansion green Green  

 

1.2.8 Mobile Wellbeing and Telemedicine  

• Surveillance of patients  

• Chills for fitness  
• Stray in radiation  

.Telescope  

• Wellness Connect online  

 

Conclusion-At last we can say without IoT people will not survive. We deeply studt about IoT and its all 

Application domain. RPL is also discussed and key attributes of wireless network. 
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